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Algorithmic problems


Find $v \in L$ such that $\|v\|_{2} \leq \gamma$
Given $t \in \mathbb{R}^{n}$, find $s \in L$ such that $\|t-s\|_{2} \leq \gamma$
(input: a basis of $L$ )
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Remark: if we have a good basis of $L$, then they become easy
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## Summary (so far)

- we need hard algorithmic problems for cryptography
- $\gamma$-HSVP is such a hard problem

From now on, we focus on $\gamma$-HSVP
$\gamma$-HSVP: given a bad basis of a lattice $L$ (with $\operatorname{vol}(L)=1)$, find $v \in L$ such that $\|v\|_{2} \leq \gamma$

## Ideal lattices

## Why?

## Motivation

Schemes using lattices are usually not efficient (storage: $n^{2}$, matrix-vector mult: $n^{2}$ ) $\Rightarrow$ improve efficiency using ideal lattices
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Schemes using lattices are usually not efficient

## (storage: $n^{2}$, matrix-vector mult: $n^{2}$ )

$\Rightarrow$ improve efficiency using ideal lattices

$$
M_{\mathrm{a}}=\left(\begin{array}{cccc}
a_{1} & -a_{n} & \cdots & -a_{2} \\
a_{2} & a_{1} & \cdots & -a_{3} \\
\vdots & \ddots & \ddots & \vdots \\
a_{n} & a_{n-1} & \cdots & a_{1}
\end{array}\right)
$$

basis of a special case of
ideal lattice
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- integral ideal: $\mathfrak{a} \subseteq O_{K}$
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From now on:

- ideal := oriented replete ideal
- $I$ is an ideal
- $\mathcal{N}(I)=1$
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where $\alpha_{1}, \ldots, \alpha_{n}$ are the roots of $X^{n}+1$ in $\mathbb{C}$

$$
\left\{\begin{array}{l}
\sigma(I) \subseteq \sigma\left(O_{K}\right) \simeq \mathbb{Z}^{n} \\
\text { stable by '+' and '-' }
\end{array} \Rightarrow\right. \text { ideal lattice }
$$
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How do we generate ideals I for which $\gamma$-ideal-HSVP is hard?

> (this is needed for crypto)

## Our result
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We can sample hard ideal lattices for crypto
(very small probability that the sampled ideal is an easy one)
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